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Precautions you should follow

01

Stay Calm and Verify

Do not panic. Scammers often use fear tactics. 

Calmly verify the identity of the caller by 

contacting the official police department or 

investigation agency directly.

02

Do Not Share Personal Information

Never share sensitive personal details like 

Aadhaar or PAN card numbers over the phone, 

especially if the caller threatens you.

03

Avoid Immediate Payments

Do not make any payments or transfer money 

based on threats or demands. Legitimate 

authorities will never ask for payments over the 

phone.

04

Report the Incident

If you receive such a call, report it to the local 

police and your bank to ensure your information 

remains secure.

Digital Arrest
Scammers pose as senior police officers or investigation agency 

officials and threaten victims that a parcel carrying drugs was booked 
in an international courier agency using their Aadhaar or PAN card.
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